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(p) Participate, as appropriate, in the 
DoD planning, programming, and budg-
eting system for C3I, IM, CI, and SCM 
activities by reviewing proposed DoD 
resource programs, formulating budget 
estimates, recommending resource al-
locations and priorities, and moni-
toring the implementation of approved 
programs. 

(q) Establish policy and provide di-
rection to the DoD Components on all 
matters concerning the assigned func-
tional areas in paragraphs (q)(1) 
through (q)(26) of this section; serve as 
the primary focal point for staff co-
ordination on these matters within the 
Department of Defense, with other 
Government Departments and Agen-
cies, and with foreign governments and 
international organizations to which 
the United States is party; and provide 
DoD representation to foreign govern-
ments and intergovernmental and 
international organizations when deal-
ing with these matters. 

(1) Strategic, theater, and tactical 
nuclear and conventional command 
and control. 

(2) Information networks. 
(3) C3I-related space systems. 
(4) Special technology and systems. 
(5) Telecommunications. 
(6) Identification, navigation, and po-

sition fixing systems. 
(7) Strategic C3 countermeasures. 
(8) Air traffic control and airspace 

management. 
(9) Surveillance, warning, and recon-

naissance architectures. 
(10) North Atlantic Treaty Organiza-

tion C3I architectures and systems. 
(11) Information systems security. 
(12) Intelligence programs, systems, 

and equipment. 
(13) National Communications Sys-

tem activities. 
(14) Radio frequency policy and man-

agement. 
(15) Mapping, charting, and geodsey. 
(16) Integration and/or interface of 

national and tactical C3I systems and 
programs. 

(17) C3I, IM, CI, and SCM career de-
velopment, including DoD foreign lan-
guage training. 

(18) Information management activi-
ties. 

(19) Counter-narcotics C3I activities. 

(20) C3I, IM, CI, and SCM technology 
programs and activities. 

(21) Counterintelligence operations 
and investigations policy and pro-
grams. 

(22) Defense investigative activities, 
to include personnel security inves-
tigations, unauthorized disclosures of 
classified information, and polygraph 
examinations. 

(23) Security countermeasures activi-
ties, to include physical security, per-
sonnel security, industrial security, 
and security classification and safe-
guards policy and programs. 

(24) Operations security and 
counterimagery security. 

(25) Security-related research, in-
cluding personnel security and poly-
graph activities. 

(26) Data and information systems 
standardization programs, including 
DoD-wide data administration. 

(r) Perform such other duties as the 
Secretary of Defense may assign.

§ 350.5 Relationships. 
(a) In the performance of all assigned 

duties, the ASD(C3I) shall: 
(1) Report directly to the Secretary 

and Deputy Secretary of Defense. 
(2) Exercise direction, authority, and 

control over: 
(i) Defense Information Systems 

Agency. 
(ii) Defense Intelligence Agency. 
(iii) Defense Mapping Agency. 
(iv) Defense Investigative Service. 
(v) Defense Support Project Office. 
(vi) Intelligence Program Support 

Group. 
(vii) Defense Polygraph Institute. 
(viii) DoD Security Institute. 
(ix) Defense Personnel Security Re-

search Center. 
(3) Exercise staff supervision over: 
(i) National Security Agency/Central 

Security Service. 
(ii) Air Force and Navy Special Intel-

ligence Programs. 
(iii) Electromagnetic Compatibility 

Analysis Center. 
(iv) Defense Courier Service. 
(4) Coordinate and exchange informa-

tion with other OSD officials and heads 
of DoD Components exercising collat-
eral or related functions. 

(5) Use existing facilities and services 
of the Department of Defense and other 
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Federal Agencies, when practicable, to 
avoid duplication and to achieve max-
imum readiness, sustainability, effi-
ciency, and economy. 

(6) Work closely with the Director of 
Central Intelligence to ensure effective 
complementarity and mutual support 
between DoD intelligence programs, in-
cluding DoD programs in the National 
Foreign Intelligence Program, and non-
DoD intelligence programs. 

(b) ASD(C3I) acquisition-related ac-
tivities shall be subject to review by 
the DAB in accordance with DoD Di-
rective 5000.1 and DoD Directive 
5000.49,3 and shall be subject to the au-
thority of the USD(A) delegated by the 
Secretary or Deputy Secretary of De-
fense.

(c) Other OSD officials and heads of 
the DoD Components shall coordinate 
with the ASD (C3I) on all matters re-
lated to the functions cited in this sec-
tion.

§350.6 Authorities. 
(a) The ASD(C3I) is hereby delegated 

authority to: 
(1) Issue DoD Instructions, DoD pub-

lications, and one-time directive-type 
memoranda, consistent with DoD 
5025.1–M,4 that implement policies ap-
proved by the Secretary of Defense in 
assigned fields of responsibility. In-
structions to the Military Departments 
shall be issued through the Secretaries 
of those Departments. Instructions to 
Unified or Specified Combatant Com-
mands shall be communicated through 
the Chairman of the Joint Chiefs of 
Staff.

(2) Obtain reports, information, ad-
vice, and assistance, consistent with 
DoD Directive 7750.5,5 as necessary, in 
carrying out assigned functions.

(3) Communicate directly with heads 
of the DoD Components. Communica-
tions to the Commanders in Chief of 
the Unified and Specified Combatant 
Commands shall be transmitted 
through the Chairman of the Joint 
Chiefs of Staff. 

(4) Communicate with other Govern-
ment Agencies, the Executive Office of 
the President, representatives of the 

legislative branch, and members of the 
public, as appropriate, in carrying out 
assigned functions. 

(5) Establish arrangements and ap-
point representation for DoD participa-
tion in non-defense governmental pro-
grams for which the ASD(C3I) is as-
signed DoD cognizance, to include na-
tional-level committees. 

(6) Waive Federal Information Proc-
essing Standards, granted by the Sec-
retary of Commerce Memorandum. The 
ASD(C3I) may redelegate this author-
ity to the senior officials of the Mili-
tary Departments designated pursuant 
to 44 U.S.C. 3506(b). This authority is 
subject to the conditions specified in 
the procedures of Secretary of Com-
merce Memorandum, ‘‘Procedures for 
Waivers for the Federal Information 
Processing Standards.’’

(7) Make original security classifica-
tion determinations at the Top Secret 
level in accordance with E.O. 12356. 
This authority may be redelegated, as 
appropriate, and in writing, pursuant 
to section 1.2(d)(2) of E.O. 12356. 

(b) The ASD(C3I) also is hereby dele-
gated the authorities contained in en-
closure 3 of DoD Directive 5105.19,6 en-
closure 1 of DoD Directive 5105.21,7 en-
closure 2 of DoD Directive 5105.40,8 and 
enclosure 2 of DoD Directive 5105.42.9 
The ASD(C31) may modify, terminate, 
or redelegate these authorities, in 
whole or in part, as appropriate, and in 
writing, except as otherwise provided 
by law or regulation.

PART 352a—DEFENSE FINANCE 
AND ACCOUNTING SERVICE 
(DFAS)

Sec.
352a.1 Purpose. 
352a.2 Applicability. 
352a.3 Organization and management. 
352a.4 Responsibilities and functions. 
352a.5 Relationships. 
352a.6 Authorities.

APPENDIX TO PART 352a—DELEGATIONS OF AU-
THORITY

AUTHORITY: 10 U.S.C. 113.
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